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https://techcommunity.microsoft.com/t5/windows-hardware-certification/bg-p/WindowsHardwareCertification
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https://techcommunity.microsoft.com/t5/windows-hardware-certification/win32-logo-certification-deprecation/ba-p/364920
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Windows Hardware Dev Center or Sysdev will no longer support certifying your Win32 application with Windows certificates. You have the option to leverage Microsoft Dekstop Bridge and reap the benefits of the Windows store for delivery of the app.

I have concerns regarding this change, who do I contact? 

Please contact win32submissions@microsoft.com for any concerns regarding this feature/certification program change. 

https://www.osnews.com/story/131873/microsoft-defender-smartscreen-is-hurting-independent-developers/

https://www.beholdgenealogy.com/blog/?p=3823


https://news.ycombinator.com/item?id=23392404
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> What can Microsoft do, as an alternative, that doesn't result in an identical or worse situation?
Microsoft can recognize that pay-to-play certificates are merely assets owned by developers; not developer identities. Microsoft needs to manage identity relationships with developers in a way that is indepdent of certificate aquisition and expiry.
The certificates themselves are merely an implementation detail of identity.
With that said, I don't condone the corporate gate-keeping of software development and recommend developers not contribute to any platform that requires indie developers to pay to become a part of the ecosystem. Long live open source. 
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- If1am an application owner, what can | do to help minimize the chance of my program being flagged as “not commonly downloaded" by Microsoft
Defender SmartScreen?
There are industry best practices for application developers that will affect your downloads reputation and help ensure reputation is established and maintained.
If your program is not digitally signed, reputation cannot automatically be shared across different versions and builds.

To help establish your application’s reputation, consider doing the following:

« Digitally sign your programs with an Authenticode signature
Reputation is generated and assigned to digital certificates as well as specific files. Digital certificates allow data to be aggregated and assigned to a single
certificate rather than many individual programs. Only Authenticode Certificates issued by a Certificate Authority (CA) that is a member of the Windows Root

Certificate Program can establish reputation.

« Apply for a Windows Logo
To lear more visit the Windows Logo Program page on MSDN.
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Notice to all partners submitting applications for Windows software logo certification.

The Windows software logo certification program is being deprecated from the existing Sysdev portal. Partners requiring Microsoft attestation and distribution of your Win32

apps are recommended to use Desktop Bridge to distribute your app via the Store.

Partners can continue to ship and deploy applications without Microsoft logo certification.

FAQ

1 have a Windows 7/ Windows 8/ Windows 8.1 App, how do I get them certified?

Windows Hardware Dev Center or Sysdev will no longer support certifying your Win32 application with Windows certificates. You have the option to leverage Microsoft

Dekstop Bridge and reap the benefits of the Windows store for delivery of the app.




